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1. Abstract 
This guide will show how to configure an OpenVPN Tunnel between an IR600 device and an 
IR900 device. Here we use IR600 for the OpenVPN Client and IR900 for OpenVPN Server. 
The authentication of the OpenVPN tunnel is selected as X.509. 

. 

 

2. Configuration 
Before doing the server configuration, please make sure the both the server and the client for 
OpenVPN can access public network. 

2.1 Server Configuration 

For the OpenVPN Server, you need to make sure the server has a fixed IP address or a fixed 
DNS. 

Step 1: Add a new OpenVPN server tunnel. 

Click “VPN >> OpenVPN” to enter the OpenVPN Server page. 
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1) Select Config Mode as Manual Config. 

2) Select Authentication Type as X.509 Cert. 

3) Set the Virtual Network alternatively. 

4) Select the Source Interface. Celluar 1 for dial-up Internet accessing. When accessing 
Internet through WAN, select the corresponding Ethernet port name. 

5) NEVER forget to click “Save” everytime after doing any change. 

Step 3: Import CA files. 

To create the CA files, please refer to document “Quick Guide for Creating OpenVPN CA 
files Base on Windows”. 

Click “VPN >> Certificate Management” to import CA files. 
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Click “Browse” to select the corresponding CA file, then click “Import Certificate”. 

2.2 Client Configuration 

Step 1: Add a new OpenVPN client Tunnel. 

 Click VPN >> OpenVPN Tunnel, then click “Add” to add the new tunnel. 
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1) Fill in the IP address of the configured OpenVPN Server. Make sure the Protocol 
Type is same as the server’s setting. 

2) Select Authentication Type as x.509-cert. 

3) Fill in the Local and Remote IP address. (Opposite to the server’s setting) 

Step 2: Import CA files. 

Click VPN >> Certificate Management to import CA files. 
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Click “Browse” to select the corresponding CA file, then click “Import Certificate”. 

3. Verify 
Before doing the verify, please make sure both the devices can access to the Internet. 

3.1 Verify OpenVPN Server  

Click “VPN >> OpenVPN” to enter the Status page. When the Status shows 
“Connected”, the OpenVPN Server is successfully configured. 

 

3.2 Verify OpenVPN Client  

Click “VPN >> OpenVPN Tunnel”. When the Tunnel Status shows “Connected”, the 
OpenVPN Client is successfully configured. 
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