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1. Abstract 
This guide will show how to configure an IPSec VPN Tunnel between an IR600 device and an 
IR900 device. Here we use IR600 for the Server of IPSec VPN and IR900 for Client.  

 

2. Configuration 
Before doing the server configuration, please make sure both the server and the client for 
IPSec VPN Tunnel can access public network. 

2.1 Server Configuration 

For the IPSec VPN Server, you need to make sure the server has a fixed IP address or a 
fixed DNS. 

Click “VPN >> IPSec Tunnels”, then click “Add” to add the new tunnel. 
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1) Set the Destination Address as 0.0.0.0 for the server side. 

2) Fill in the Local and Remote Subnet alternatively.  

3) In the “Phase 1 Parameters” part, because here the Authentication Type is Shared 
Key, so the user needs to set a Key for the IPSec tunnel. 

4) NEVER forget to click “Save” everytime after doing any change. 

2.2 Client Configuration 

Step 1: Click “VPN >> IPsec” to enter the IPsec Setting page. Do the configuration of “IKEv1 
Policy” and “IPsec Policy” part. Keep the corresponding parameters as same as the Server’s 
setting. 

 

Step 2: In the bottome of the page, in the “IPsec Tunnels” part, click “Add” to add a new IPsec 
tunnel. 
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1) Fill in the Destination address of the configured IPSec VPN Server. Both the IP address 
and the domain name are acceptable.  

2) Select Map Interface. Celluar 1 for dial-up Internet accessing. When accessing 
Internet through WAN, select the corresponding Ethernet port name. 

3) Select the same Authentication Type as the server’s setting and fill in the same 
password. 

4) Fill in the Local and Remote Subnet. (Opposite to the server’s setting) 

3. Verify 
Before doing the verify, please make sure both the devices can access to the Internet. 

3.1 Verify Server  

Click “VPN >> IPSec Tunnels”, then click the “Show Detail Status” button. When there 
shows the word like red blocks show in the following figure, the IPSec tunnel is successful 
configured. 
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3.2 Verify Client  

Click “VPN >> IPsec” to enter the IPsec Setting page. In the bottom of the page, the status 
of the added IPsec tunnel will show up. When the status is “connected”, the IPSec tunnel is 
successful configured. 
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